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Upowaznienia do przetwarzania danych osobowych

Przetwarzaniem Danych Osobowych jest kazda czynno$s¢ dokonywana na danych

osobowych, w tym ich posiadanie, przechowywanie, pozyskiwanie, usuwanie.

. Do przetwarzania Danych Osobowych w Firmie Handlowo-Ustugowej "MAJK" S.C.
ADAM SLEDZ. KRZYSZTOF SLEDZ, moga zosta¢ dopuszczone wytacznie osoby

posiadajace stosowne upowaznienie.

. Upowaznienia do przetwarzania danych osobowych udzielaja wspolnicy spotki

cywilnej.

. Upowaznienia do przetwarzania Danych Osobowych udziela si¢ w odrgbnym

dokumencie wydanym papierowo.

. Upowaznienie do przetwarzania Danych Osobowych szczegdlnych kategorii wydaja

wspolnicy spotki w formie pisemnej oddzielnie od ogoélnego upowaznienia do

przetwarzania Danych Osobowych.

Jezeli w toku wykonywania pracy Osoba Upowazniona bedzie przetwarza¢ Dane

Osobowe w zakresie niewynikajacym z poprzednio udzielonego upowaznienia,

Administrator nadaje tej osobie upowaznienie szczeg6lne, dedykowane tym

dodatkowym obowigzkom. Upowaznienie szczegdlne moze by¢ state lub czasowe, w

zaleznosci od skonkretyzowanych potrzeb Osoby Upowaznione;.

. Administrator odpowiada za nadzor nad dostgpem do Danych Osobowych, pilnujac, aby

wszystkie osoby przetwarzajace dane osobowe posiadaty stosowne upowaznienie.

. W Firmie Handlowo-Ustugowej "MAJK" S.C. ADAM SLEDZ. KRZYSZTOF SLEDZ

prowadzony jest rejestr 0sob upowaznionych do przetwarzania Danych Osobowych. Do

rejestru wpisuje si¢ kazda osobe upowazniong, niezaleznie od formy i czasu

posiadanego upowaznienia.

. Administrator jest obowigzany do niezwlocznego odbioru upowaznienia pracownikowi,

ktory zakonczyt prace lub zaprzestal przetwarzania Danych Osobowych objetych

dotychczasowym upowaznieniem.

11
Udostepnianie Danych Osobowych

Udostepnienie Danych Osobowych innym podmiotom lub osobom jest dozwolone

wytacznie po zapewnieniu odpowiedniej podstawy prawnej do dokonania udostgpnienia,

zgodnie z art. 6, 91 10 RODO.

. Udostepnienie Danych Osobowych moze by¢ dokonywane:

1) na podstawie przepisow prawa jako dziatanie stale i powtarzajace si¢, np. do
Zaktadu Ubezpieczen Spotecznych, Urzgdéw Skarbowych, jednostek Krajowe;j
Administracji Skarbowej, Panstwowego Funduszu Os6b Niepelnosprawnych,



2) na podstawie przepisow prawa na wniosek podmiotow uprawnionych np.
Panstwowej Inspekcji Pracy, Policji, sadom, innym organom $cigania, Zaktadowi
Ubezpieczen Spotecznych, Urzgdowi Skarbowemu w ramach kontroli,

3) na wniosek innych podmiotow.

Kazdy nowy przypadek udostepnienia Danych Osobowych, powinien zostac

zweryfikowany, w szczego6lnosci udostepnienie Danych Osobowych na wniosek innych

podmiotow.

Administrator weryfikuje wszystkie okolicznosci udostepniania Danych Osobowych, w

szczegbdlnosci:

1) podstawy prawne planowanego udostepnienia,

2) zakres udostepnianych Danych Osobowych,

3) sposéb udostgpnienia Danych Osobowych, w szczegdlnosci zapewnienie
bezpieczenstwa tych Danych Osobowych podczas ich przekazywania.

Za legalno$¢ udostepnienia oraz bezpieczenstwo Danych Osobowych do momentu

otrzymania ich przez podmiot, do ktérego nastepuje udostepnienie, odpowiada Osoba

Upowazniona, ktéra dokonuje wysylki lub przekazania.

. Nie udostepnia si¢ zadnych Danych Osobowych droga telefoniczng, chyba Ze:

1) sgtzw. dane stuzbowe, tj. imi¢, nazwisko oraz dane stuzbowe pracownika: stuzbowy
numer telefonu, stuzbowy adres e-mail, inne podstawowe informacje, np. godziny
pracy, stanowisko, jezeli sg potrzebne do skutecznego podjecia kontaktu stuzbowego
z t3 osoba,

2) zostala wdrozona procedura weryfikacji tozsamosci

11

Zasady bezpieczenstwa przetwarzania Danych Osobowych przez Osoby
Upowaznione przetwarzajgce Dane Osobowe w formie papierowej

Kazda Osoba Upowazniona do przetwarzania Danych Osobowych zobowigzana jest do
ochrony Danych Osobowych przed dostgpem do nich oséb nieuprawnionych,
niedozwolonym lub niezgodnym z prawem przetwarzaniem oraz przypadkowg utrata,
zniszczeniem lub uszkodzeniem.

Osoby Upowaznione zobowigzane sa do zabezpieczenia materialow zawierajacych
Dane Osobowe w sposob uniemozliwiajagcy: nieuprawniony dostep do Danych
Osobowych osobom nieupowaznionym do ich przetwarzania, nieuprawnione ujawnienie
Danych Osobowych, nieautoryzowany dostep, niedozwolone: powielanie, modyfikacje,
zniszczenie, utrate, nieprawidlowe wykorzystanie lub kradziez.

W miejscu przetwarzania Danych Osobowych utrwalonych w formie papierowej Osoby
Upowaznione zobowigzane s3 do niepozostawiania materiatow zawierajagcych Dane
Osobowe w miejscach umozliwiajacych fizyczny dostegp do nich osobom
nieuprawnionym. Po zakonczeniu pracy lub podczas czasowej przerwy w pracy, jezeli
dostep do pomieszczenia majg osoby nieposiadajgce upowaznienia, materialy
zawierajagce Dane Osobowe powinny by¢ przechowywane w szafach zamykanych na
Klucz (tzw. zasada czystego biurka). Niedopuszczalne jest pozostawienie materialow
zawierajagcych Dane Osobowe na biurku, regale, w niezamknigtej szafie 1 innych
miejscach, do ktorych majg dostep inne osoby.



Kopiowanie Danych Osobowych moze odbywa¢ si¢ wyltacznie przez Osobeg
Upowazniong w ramach posiadanego przez nig upowaznienia do przetwarzania Danych
Osobowych, w zwigzku z realizacja czynnosci zawodowych w Firmie Handlowo-
Ushugowej "MAJK" S.C. ADAM SLEDZ. KRZYSZTOF SLEDZ. Kopie Danych
Osobowych podlegaja zniszczeniu niezwlocznie po realizacji celu, dla ktérego zostaty
wykonane.

Dokonywanie wydrukow, skanowanie lub kopiowanie materialdow zawierajacych Dane
Osobowe odbywa si¢ wylacznie przy obecnosci Osoby Upowaznionej przy urzadzeniu.
Niedozwolone jest pozostawienie urzadzenia w trakcie
drukowania/skanowania/kopiowania bez nadzoru, jezeli materialy znajdujace si¢ w
urzadzeniu zawierajg Dane Osobowe.

Kazdy dokument papierowy zawierajacy Dane Osobowe sporzadzony jako dokument
roboczy nalezy najp6zniej na koniec dnia pracy zniszczy¢ lub zamknaé w miejscu
uniemozliwiajagcym dostep 0s6b nieuprawnionych.

Niszczenie brudnopisow, btednych lub zbg¢dnych kopii materiatdw zawierajagcych Dane
Osobowe dokonuje si¢ wytacznie w dedykowanych niszczarkach lub umieszcza w
dedykowanych kontenerach na dokumenty przeznaczone do zniszczenia przez podmiot
profesjonalny.

Osoby Upowaznione do przetwarzania Danych Osobowych nie moga ich ujawniaé
zardéwno w Firmie Handlowo-Ustugowej "MAJK" S.C. ADAM SLEDZ. KRZYSZTOF
SLEDZ jak i poza nim, w zakresie wykraczajagcym poza wykonywanie swoich
obowigzkow.

. Niedopuszczalne jest wynoszenie materiatow zawierajagcych Dane Osobowe poza teren
Firmy Handlowo-Ustugowej "MAJK" S.C. ADAM SLEDZ. KRZYSZTOF SLEDZ bez
zwiazku z wykonywaniem czynno$ci zawodowych.
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Dostep do pomieszczen

Dostep do pomieszczen, w ktorych przetwarzane sg Dane Osobowe, maja wytacznie
Osoby Upowaznione do przetwarzania Danych Osobowych.

W pomieszczeniach, w ktorych przetwarzane sg Dane Osobowe, osoby nieupowaznione
moga przebywa¢ wytacznie w obecno$ci Osoéb Upowaznionych.

Osoby Upowaznione do przetwarzania Danych Osobowych sg obowigzane przestrzegac
tzw. zasady czystego biurka, tj. nie pozostawia¢ dokumentéw w sposdb umozliwiajacy
zapoznanie si¢ z Danymi Osobowymi innych osOb przez osoby nieupowaznione
przebywajace w pomieszczeniu.

Zakazane jest umozliwianie wstgpu do pomieszczen, w ktorych przetwarzane sg Dane
Osobowe, osobom trzecim pozostawionym bez nadzoru.

\'

Mobilne nosniki informacji

Kopiowanie Danych Osobowych na przeno$ne no$niki informacji danych jest
zabronione, chyba, ze spelnione sg tacznie nastgpujace warunki:



no

N

B

1) ich sporzadzenie jest niezbedne do realizacji obowigzkoéw stuzbowych;

2) nosnik jest nosnikiem stuzbowym Firmy Handlowo-Ustugowej "MAJK" S.C.
ADAM SLEDZ. KRZYSZTOF SLEDZ

3) Administrator wyrazit zgode na przetwarzanie tych Danych Osobowych na
przenosnym nosniku informacji.

Stuzbowe mobilne no$niki Danych Osobowych s3 zabezpieczone za pomoca narzedzi

szyfrujacych

VI

Zarzadzanie uprawnieniami do systemow informatycznych

Uprawnienia do systemow informatycznych shuzacych do przetwarzania Danych
Osobowych nadawane s3a wylacznie Osobom Upowaznionym do przetwarzania
okreslonych Danych Osobowych.

Uprawnienia do systemow informatycznych sa nadawane na wniosek Administratora.
Uprawnienia do systemoéw informatycznych nadawane sa w zakresie najwezszym, lecz
umozliwiajagcym swobodna realizacje zadan przez uzytkownika.

Kazda osoba przetwarzajagca Dane Osobowe w systemie informatycznym otrzymuje
nazwe uzytkownika (login).

VII

Hasta do systemow informatycznych

Uzytkownicy systemu informatycznego przetwarzajacego Dane Osobowe wykorzystuja

w procesie uwierzytelnienia identyfikatory (loginy) 1 hasta.

Hasto jest nadawane samodzielnie przez uzytkownika systemu.

Hasto do systemu stuzacego do przetwarzania Danych Osobowych:

1) musi sktada¢ si¢ z co najmniej 4 znakoéw, w tym zawiera¢ co najmniej matg i wielka
literg, cyfre lub znak specjalny

2) nie moze sktadac si¢ ze stow, cyfr, liczb lub ich kombinacji tatwych do odgadnigcia,
w szczegOlnosci: nazwy miesigca, oznaczenia roku, daty urodzenia, imienin swoich
lub os6b bliskich, imion, nazwisk lub pseudoniméw swoich lub 0s6b bliskich itp.

Hasto nalezy zmienia¢ co najmniej raz na 60 dni.

W przypadku, gdy doszto do kompromitacji (odgadnigcia, ujawnienia, podgladnigcia

itd.) hasta uzytkownika lub uzytkownik podejrzewa, ze mogto do niego dojs¢, tj. ze jego

hasto jest znane innej osobie, jest obowigzany niezwlocznie zmieni¢ haslo oraz

poinformowac o tym fakcie Administratora danych.

Uzytkownik zobowigzany jest do:

1) niezapisywania hasel, w szczegdlnosci ich nieumieszczania w miejscach dla osob
trzecich,

2) nieujawniania hasta innym osobom,

3) zachowania hasta w tajemnicy, rowniez po jego wygasnigciu,

4) przestrzegania zasad dotyczacych jakosci i czestotliwo$ci zmiany hasta,



5) wprowadzania hasta do sytemu w sposdéb minimalizujacy podejrzenie go przez
osoby trzecie

VII

Bezpieczne logowanie

Proces uwierzytelniania sktada si¢ z wprowadzenia nazwy uzytkownika oraz poufnego
hasta.

Kazdy uzytkownik jest obowigzany wykonywaé prace z uzyciem wiasnych danych
uwierzytelniajacych: nazwy uzytkownika oraz hasta. Jezeli t¢ samg prac¢ powinna
wykona¢ lub kontynuowac inna osoba, nalezy wystapi¢ do IT o nadanie kolejnej osobie
uprawnien podobnych lub tozsamych.

Zakazane jest udostepnianie danych uwierzytelniajacych innej osobie, w tym osobom
przeprowadzajacym kontrole, audyty, inspekcje.

Przy wprowadzaniu danych uwierzytelniajacych uzytkownik obowigzany jest upewnié
si¢, ze wprowadzone hasto nie b¢dzie widoczne dla zadnej innej osoby.

IX

Poczta elektroniczna

Podmiot nie umozliwia dostepu do stuzbowej poczty elektronicznej z innego sprzetu niz
sprzet shuzbowy, w szczegoélnosci dostepu z poziomu przegladarki internetowe;.
Zabronione jest zapamietywanie haset do logowania.

Zabronione jest przesytanie Danych Osobowych z innych adresow e-mail niz stuzbowe
adresy Firmy Handlowo-Ustugowej "MAJK" S.C. ADAM SLEDZ. KRZYSZTOF
SLEDZ.

Zabronione jest korzystanie z prywatnych skrzynek pocztowych do celow stuzbowych
lub zwigzanych z tymi celami.

Zabronione jest przekierowywanie stuzbowej poczty elektronicznej na inne niz
stuzbowe adresy e-mail.

Zabronione jest przesytanie Danych Osobowych innych niz dane kontaktowe publiczng
siecig Internet w sposob niezabezpieczony, chyba Ze odbiorca wyraznie zazyczy sobie
dokonania takiej wysytki, po uprzednim poinformowaniu jej o ryzykach zwigzanych z
przesylaniem niezabezpieczonej poczty elektronicznej publiczng siecig Internet oraz o
mozliwosci wysytania Danych Osobowych w formie zaszyfrowane;.
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Postanowienia koncowe
. Niniejsza Procedura RODO obowigzuje od 02.07.2018r.



Podstawa prawna:
- art. 32 RODO



